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Abstract of the contribution: this contribution proposes to update the description of access to ACS via PDU session and initial specification for the URSP policy vs TR-069TR-396 management for 5G-RG. 
1
ACS discovery
In last BBF the equivalent proposal for the ACS discovery has been discussed in BBF WG BUS (responsible for specification of RG). It has been noted that the ACS does not exist for the TR-369 and so a better generic term of Controller is preferable. In addition the DHCP options are different for TR-069 and TR-369, this has been further clarified.
2
URSP policy vs TR-069TR-396 management for 5G-RG
In 3GPP, URSP provides information on how Application (service) are bind to slice/PDU session. In BBF network OAM via TR-069 is used to provide configuration of how the RG shall acts, e.g. in term of whether start a session (PPPoE, IPv4, or IPV6 , establish VLAN, etc etc) . The OAM configuration is based on standardized management objects defined bf BBF.

For the binding of services/application with PDU session which shall the mechanism be used?
· URSP as defined by 23.503 send by UE 

· OAM management 

· both
The following principles are proposed 
1. 5G-RG shall use URSP for purposed for which has been defined, if provisioned
2. URSP takes precedence over configuration via OAM for the overlapping aspects. Whether URSP requires further extension would be considered as FFS.
3. For fault management/diagnosis recovery perform via OAM, the OAM can delete URSP policy or disable any URSP policy usage. This is a behavior not required in smartphone, but for RG network remote fault/diagnosis is regularly performed when user calls for support.
4. Same specification for 5G-RG connected to FWA and W-5GAN
5. The usage of URSP for FN-RG by W-AGF is FFS( add EN.
It is proposed to an LS to BBF (WWC and BUS WG) for asking whether the above principles are agreeable or whether BBF foreseen different specification 
2
Proposal

It is proposed to include the text below in TS 23.316. 
* * * 1st Change * * *
9.6
UE access selection and PDU Session selection related policy information

9.6.1
5G-RG

Editor's note:
This clause includes the delta, if any, to UE policy distribution defined in TS 23.503 clause 6.1.2.2 and related to URSP defined in TS 23.503 clause 6.6. for 5G-RG.

The UE access selection and PDU Session selection related policy (UE policy) control defined in TS 23.503 clause 6.1.2.2 apply with the following difference:

1
the UE is replaced by the 5G-RG

2
the distribution of policy to UE defined in TS 23.503 clause 6.1.2.2.2 apply with the following difference

a
 If the PCF provides the URSP policy to the 5G-RG , the PCF should neither include NSWO indication nor any ANDSP policies.
b
The 5G-RG shall ignore any NSWO indication or any ANDSP policies if received from the 5GC. 
3.
5G-RG shall use URSP defined in TS 23.503 clause 6.1.2.2 and in clause 6.6.2 to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session, if provisioned.

4.
URSP takes precedence over configuration via OAM for the determine association of application to PDU session and for routing PDU sessions.
Editor’s note: Whether URSP defined in TS 23.503 clause 6.6.2 requires further extension (for example would be considered as FFS
Editor’s note: Whether the relationship between PDU session and Access Stratum configuration (for example depending by AS protocol for transporting PDU session whether in case of support of several VLANs between 5G-RG and W-AGF some specific PDU session shall be bind to specific VLANs) need further configuration via OAM and/or URSP is for further study.

5.
For fault management/diagnosis recovery perform via OAM, the OAM can delete URSP policy or disable any URSP policy usage.
Note: This behaviour is not required in smartphone, but for 5G-RG remote fault/diagnosis is regularly performed when user calls for support.
6.
the specification in this clause shall apply to both a 5G-RG connected to FWA and to W-5GAN

The URSP indicates for the application of Auto-Configuration Server (ACS) which PDU session type, NSSAI and/or DNN is to be used. The 5G-RG establishes the connectivity to the management entity (e.g. ACS) via user plane connection on a PDU session according to the URSP.
Editor's note:
The applicability and potential enhancement in other part of URSP for 5G-RG is FFS.

9.6.2
FN-RG

Editor's note:
This clause includes the delta, if any, to UE policy distribution defined in clause 6.1.2.2 and related to URSP defined in TS 23.502 [3]  clause 6.6. for FN-RG

Editor’s note: the usage of URSP for FN-RG by W-AGF is FFS
* * * 2ndChange * * *
9.7
Configuration and Management from a Controller

9.7.1
General

Once the 5G-RG connects to 5GC, the 5G-RG shall establish a PDU session for interaction with the Controller to support the functionalities as described in BBF TR-069 [19] or in BBF TR-369 [19].
Editor's note:
The Controller may also send QoS object to the RG including QoS policy (L2 and L3 marking, see details in BBF TR-198) to some specific flows. Whether the 5G-RG receives both the QoS object from the ACS and the QoS rule from the 5GC, and the coordination between them are FFS.
9.7.2
Controller Discovery

The Controller URL may be associated to the 5G-RG subscription in the UDM / UDR. In this case the Controller URL may be provided to the 5G-RG during the PDU session establishment procedure with at least one of the following methods:

-
via DHCP interaction if the 5G-RG sends DHCP signalling indicating a request for Controller information. The 5G-RG sends a DHCP request using the DHCP options as specified in BBF TR-069 [18] clause 3.1 for ACS Discovery or in BBF TR-369 [19] R-DIS.1 and R-DIS.2 for USP Controller discovery, depending on the protocol used.

-
via PCO (protocol Configuration Option) sent in N1 SM message if the 5G-RG has asked to be provided with Controller information via PCO.

If the 5G-RG performs Controller discovery via DHCP process and the SMF is not the DHCP server (e.g. in case of Ethernet PDU session), the Controller URL is provided by the external DHCP server. In this case, the whole process is transparent to the 5GC and the 5GC is not aware of the Controller information. If the 5G-RG performs Controller discovery via DHCP process and the SMF is the DHCP server the Controller URL is provided by SMF as part of DHCP process.

The request of Controller via PCO or via DHCP are mutually exclusive.

The 5G-RG may be pre-configured with a Controller URL.

The 5G-RG shall consider the Controller information received with the following descending priority order:

1)
Controller information received during the DHCP process.

2)
Controller information received during the PDU session establishment procedure from SMF PCO.

3)
The pre-configured Controller information in the 5G-RG.

9.7.3
Controller Information Configuration by the 3rd party

The Controller information may be configured from the 3rd party AF to the 5GC per subscriber. This procedure is applied in the scenario that the Controller URL is associated to the 5G-RG subscription. Subsequently, the Controller discovery via PCO or via DHCP with the DHCP server in the SMF may apply.
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Figure 9.7.3-1: Controller information configuration procedure
The Controller information configuration procedure enables the 3rd party AF to configure the Controller address (URL or IP address) to the 5GC.
1.
The 3rd party AF provides the Controller configuration information, e.g. the Controller address, in the Nnef_ParameterProvision_Update Request to the NEF as in step 1 of TS 23.502 [3] figure 4.15.6.2-1.

2.
As in step 2 of TS 23.502 [3] figure 4.15.6.2-1 where the provisioned data is the Controller configuration information.

3.
As in step 4 of TS 23.502 [3] figure 4.15.6.2-1 where the provisioned data is the Controller configuration information.

4.
As in step 5 of TS 23.502 [3] figure 4.15.6.2-1.

5.
As in step 6 of TS 23.502 [3] figure 4.15.6.2-1.

Steps 7 and 8 of TS 23.502 [3] figure 4.15.6.2-1 are not applicable to this case.

* * * End of Changes* * * *
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